Spis tresci

1. MARKETING W E-COMMERCE 11
100 NEWSIELLET ...t "
111, WPTOWAAZENIE. ... 1
1.1.2. POAStAWA PrAWNE ...t 12
1.1.3. Zakres danych i Cele przetwarzania............cooc.ooeeereeeeiereerieeeessseeeseeeneenns 18

1.1.4. Formy zapisu N@ NEWSIEEN ............ovveerieciceeeeeeeeceeeee e 18
1.1.5. Obowigzek informacyjny ... 20
1.1.6. Zasada rozliCZalIN0SCl. ..ot 21

1.1.7. Zgodno$Eé z innymi reguIaCiami............c..vveereeereeeeeeeeeeeeeeeeeeeeseeeesses s 22

1.2. Marketing telefoniCZNy ..o 27
1.2.1. POASTAWE PrAWNQ ..ot 27
1.2.2. Zgodno$E z iNNYMi PrzePiSaMii............vveeveeeveeeeisresessiessssessssessssssssseessssssean 28
1.2.3. Obowigzek iNfOrMECYJNY ....cocurvveureirrreiiieeiireeeiisesieeesi s ese e 30
1.2.4. Zasada roziCZaINOSCI ... sssnos 31

1.3. AKCJE PrOMOCYJNE. ...t 32
1.3.1. Konkursy i I0terie ProMOCYJNE ......ccurveriimreieriiesiieeeieeesesesesesesesesesseseseees 32
1.3.2. Programy l0jalnOSCIOWE...........cvcerververieieeeee e 36
1.3.3. Korzy$ci w zamian za udzielenie zgdéd marketingowych...........cccc.ooeveennee. 37

1.4. Reklamy i profilowanie. ... 40
2. DZIALANIE STRONY INTERNETOWE)J 45
2.1. Odpowiednie ZabeZPIECZENIA...........ccc.eveereereiereeeieeiee e 45
2.2. Zasada privacy DY design ... 50

2.3. Regulamin sklepu internetOWEJO0............ocurererreenienriersrsrieeies 52



Spis tresci

2.4. Stosowanie pliIKOW COOKIES...........cco.orvireerierierieeeereeeseiesiee s 55
2.4.1. Czym $g PIKi COOKIES? ........ovieiiiiiei s 56
2.4.2. Wyrok Trybunatu Sprawiedliwosci Unii EUrOpejSKi€).............ovrvvernnrrreennnnn: 57
2.4.3. Pierwsze Kary a NaruSZENIA.............coo.ereerererierereesseesseseseesssesssessseeeessesseees 62

3. PROCES SPRZEDAZOWY 65

3.1. Ochrona danych osobowych przy pozyskaniu kontaktu do klienta......66
3.1.1. Podstawy przetwarzania danych przy zaméwieniu kontaktu.................... 66
3.1.2. Obowiazek informacyjny przy pozyskiwaniu leaddw.............ccccccoeevecrmerennne. 68
3.1.3. Pozostate zasady ochrony danych przy pozyskiwaniu leadéw................. 69

3.2. Kompletowanie zamowienia / KOSZyKa..........c.cocovevrveineireiseinnis 71
3.2.1. POASTAWY PIrAWNE.......ccooriiceiiieeeiieeseieseiees s 71
3.2.2. Szczeg6lny przypadek - zgoda ,wymagana” dla realizacji zaméwienia........ 73
3.2.3. Powierzenie przetwarzania danych 0SODOWYCh...........cccccccmeriineerirriccnnnns 74
3.2.4. Pozostate elementy ochrony danych 0S0bOWYCHh ... 77

3.2.5. Kompletowanie koszyka przez telefon

3.3. Finalizacja tranSakCji...........cocueruerierierieeieeeeeeeeese s 78
3.3.1. Spetnienie obowigzkdw informacyjnych........c...cooevcovereerreeinrecinriiiens 78
3.3.2. Minimalizacja danyCh ... 80
3.3.3. OQraniCZENI€ CEIU .......vvevvereeeeeeeeses e 80
3.3.4. Odpowiedni poziom ZabezZPIECZEN ........ccoo.vveerveerveeeeeeeese e 81
3.3.5. REENC)a AANYCN ..o 81
3.3.6. Przekazywani€ danyChi..........ccc.coovrivrveeeeieeiesies e 82
3.3.7. Realizacja praw podmiotOw danyCh...........c..coueerreeemeeiiesriseceiisssreieeneiens 82

4. LOGISTYKA 85

4.1. Przekazywanie danych odbiorCom..........ccccccovevrverecceieeisiecesns 85

4.2. Zakres przetwarzania danych w procesach logistycznych........... 90

4.3. Przetwarzanie danych klientéw procesach logistycznych ............ 90
4.3.1. Doreczenie zaméwionego towaru / realizacja zamoéwienia.............c.......... 91

4.3.2. Monitoring miejsca 0dbioru przesytek ..........c..ooeevoereereeeineieoneiieeeieeisenenns 92



Spis tresci

5. OBOWIAZKI W ZAKRESIE OCHRONY DANYCH

OSOBOWYCH 97
5.1. Zagadnienia WSEEPNE ..o 97
5.2. Powotanie inspektora ochrony danych..............cccceeververcnricericennnnes 99
5.3. Wdrozenie wewngtrznej doKUmMENtacji.........oocovvveererereneeeererrrennn. 102
5.4, Prowadzeni€ reJESIrOW........cc..ovvurereeerieeeies s 104
5.5. Zgtaszanie naruszen ochrony danych osobowych........................ 105
5.6. Prowadzenie oceny skutkéw dla ochrony danych osobowych........ 108

57.

Obowigzki zwigzane z transferami danych osobowych do panstwa
trzeciego lub organizacji miedzynarodowej............ccc.coeeeerveirninnns m

6. PRZEGLAD WYBRANYCH DECYZJI 113
6.1. Niewdrozenie odpowiednich srodkéw technicznych
I organizacyjnych zapewniajgcych bezpieczenstwo danych
0sobowych przetwarzanyCh ... 114
6.2. Naruszenie zasad przetwarzania danych osobowych.................. 115
6.3. Brak zawiadomienia o naruszeniu ochrony danych osobowych......118
6.4. Niewykonanie obowigzku informacyjnego ...........cccomreerreinnnens 120
6.5. Uchylanie sig od wykonania deCyzji............ccoeoevuerermrrnrrsnrisneisnrinnnns 121
6.6. Brak wspotpracy z organem nadzorCzym.............coceeeneencenrenneene 121

6.7.

Wybrane decyzje pozostatych organiw...........cc.ccccoevevierireinrinnns 123



